How to avoid showing SSL Error message in browser

By default, the hotspot client will be encrypted the login page to protect client’s information.
Because the certificate is not registered to certificated organization, so the hotspot client will
receive an error message while he intends to get the authorized page:

@ There is a problem with this website's security certificate.

The security certificate presented by this website was not issued by a trusted certificate
authority.

Security certificate problems may indicate an attempt to fool you or intercept any data you
send to the server.

We recommend that you close this webpage and do not continue to this website.
& Click here to close this webpage.

& Continue to this website (not recommended]).

@ More information

It is just a warning message to notice you that the certificate is not registered, so it might have
problem if you keep on accessing this website. But since you already know the certificate
came from hotspot device, so it is safety and you can press “Continue to this website” to
keep on access page.

If you don’t want to let hotspot client receive this error message, you can choose to register
your own certificate and upload to your hotspot device, or you can disable SSL Logon function
in your hotspot device.

1. Register your own certificate
You may apply the certificate from a service provider’s website, such as VeriSign

(http://www.verisign.com) or else. While you apply the service, you must pay for the service by
year, till you stop the service.

When you apply the certificate, then you may upload the certificate to your hotspot device.
You may enter the page from: User Authentication > Additional Configuration > Upload File.
Then user will not receive the error message before he receives the login page, and the login
page can be still encrypted by SSL.


http://www.verisign.com/
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2. Disable SSL Logon

If you don’t want to pay for certificate, and don’t want to let client receive error message either,
then you can disable “User Logon SSL” function in your hotspot device.
You may enter the page from: System Configuration > System Information > User Logon SSL.

Select “Disabled” to disable “User Logon SSL” function, and then your hotspot client will not
receive the error message, because system will assign client a non-encrypted http page to

users.
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